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DATA SHARING AGREEMENT 

This Agreement is made on  8 December 2020 between: 

THE CHANCELLOR MASTERS AND SCHOLARS OF THE UNIVERSITY OF OXFORD, whose 

administrative office is at University Offices, Wellington Square, Oxford OX1 2JD, United Kingdom 

(the “University”); and 

THE MINDEROO FOUNDATION Pty Ltd as trustee for the Minderoo Foundation Trust (ABN 24 819 

440 618) is the legal entity which operates what we refer to as the Minderoo Foundation. This entity 

is specifically listed by name in the Income Tax Assessment Act 1997 as a Deductable Gift 

Recipient (DGR), is endorsed as an Income Tax Exempt Charity and entitled to GST concessions. 

whose registered office is at PO Box 3155 Broadway Nedlands (the “Minderoo Foundation”) 

(each a party and together the parties).  

BACKGROUND 

The University and the Minderoo Foundation have agreed to collaborate on a scheme to award 

funding to students and researchers under the Minderoo-Oxford Challenge Fund in AI Governance - 

Funding Call. As part of the project, the parties will be sharing certain personal data with each other.  

The parties have entered into this Agreement to establish their respective obligations as data 

controller (the University) and data processor (the Minderoo Foundation) under the Data Protection 

Legislation.  

DEFINITIONS 

 Agreed Purposes: as set out in Schedule 1. 

 Controller, processor, data subject, personal data, and processing: as set out in the Data 

Protection Legislation in force at the time. 

 Data Protection Legislation: any law, statute, declaration, decree, directive, legislative enactment, 

order, ordinance, regulation, rule or other binding restriction (as amended, consolidated or re-

enacted from time to time) which relates to the protection of individuals with regards to the 

processing of personal data to which a party is subject, including (i) the Data Protection Act 2018 (ii) 

the General Data Protection Regulation ((EU) 2016/679) (GDPR) and any national implementing 

laws, regulations and secondary legislation, for so long as the GDPR is effective in the UK, and (iii) 

any successor legislation to the Data Protection Act 2018 and the GDPR. 

 Shared Personal Data: the personal data to be shared between the parties under clause 1.1 of this 

Agreement. Schedule 1 sets out further details relating to the Shared Personal Data, including the 

types of personal data and categories of data subjects.  

1. DATA PROTECTION 

1.1 Shared Personal Data. This Agreement sets out the framework for the sharing of personal data 

between the parties as data controllers for the Agreed Purposes. If this Agreement is entered into 

after the parties have begun sharing personal data with each other, it shall apply retrospectively to 

the processing of such personal data from the date on which such sharing began.  



2 

 

1.2 Effect of non-compliance with Data Protection Legislation. Each party shall in relation to the 

processing of the Shared Personal Data comply with all the obligations imposed on a controller 

under the Data Protection Legislation, and any material breach of the Data Protection Legislation by 

one party shall, if not remedied within 30 days of written notice from the other party, give grounds to 

the other party to terminate this Agreement with immediate effect. 

2. MUTUAL OBLIGATIONS  

2.1 Each party shall assist the other in complying with all applicable requirements of the Data Protection 
Legislation. In particular, each party shall: 

(a)   ensure that it has in place appropriate technical and organisational measures to protect 

against unauthorised or unlawful processing of personal data and against accidental loss or 

destruction of, or damage to, Shared Personal Data;  

(b)   ensure that it has all necessary notices and consents in place to enable lawful transfer of 

the Shared Personal Data to the other party for such purposes as the parties have mutually 

agreed, and consult with the other party about any notices given to data subjects in relation 

to the Shared Personal Data wherever possible; 

(c)   provide the other party with reasonable assistance in complying with any data subject 

access request or deletion requests and queries or complaints made under Data Protection 

Legislation in relation to the Shared Personal Data; 

(d)   provide the other party with reasonable assistance in ensuring compliance with its 

obligations under the Data Protection Legislation with respect to security, breach 

notifications, impact assessments and consultations with supervisory authorities or 

regulators; 

(e)   notify the other party without undue delay on becoming aware of any breach of the Data 

Protection Legislation in relation to the Shared Personal Data and provide assistance to the 

other party as is necessary upon reasonable request to facilitate the handling of any data 

security breach relating to the Shared Personal Data in an expeditious and compliant 

manner; 

(f)   maintain complete and accurate records and information to demonstrate compliance with 

this Agreement;  

(g)   ensure the reliability of any of its personnel who have access to the Shared Personal Data 

and ensure that such personnel have committed themselves to confidentiality or are under 

an appropriate statutory obligation of confidentiality;  

(h)  provide the other party with contact details of at least one employee as point of contact and 

responsible manager for all issues arising out of the Data Protection Legislation, including 

the joint training of relevant staff, the procedures to be followed in the event of a data 

security breach, and the regular review of the parties' compliance with the Data Protection 

Legislation; and  

(i)  not transfer any Shared Personal Data outside of the European Economic Area (“EEA”) or 

to an international organisation except as permitted in accordance with the Data 

Processing Legislation.  

2.2 In instances where the parties are deemed to be joint data controllers with each other, the parties 

shall co-operate to do all necessary things to enable performance of the above obligations. In 
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particular, the parties shall co-operate to provide sufficient information to data subjects when 

collecting the Shared Personal Data to ensure that the data subjects understand how their personal 

data will be processed and used by each party.  

3. GENERAL 

3.1 Any notice under this Agreement shall be in writing and shall be delivered by hand, post or email to 

the recipient’s address set out at the head of this Agreement or such other address for service as 

may be agreed from time to time. This clause does not apply to the service of any proceedings or 

other documents in any legal action or method of dispute resolution. 

3.2 This Agreement may only be varied by the written agreement of the parties. 

3.3 If any provision or part-provision of this Agreement is found by a court to be unlawful, unenforceable 

or void, that provision or part-provision shall be severed and the remainder of this Agreement shall 

remain in force. Either party may at any time request that the provisions of this Agreement be 

replaced with any standard controller-to-controller clauses issued by any competent regulator, and 

the parties shall work together in good faith to accommodate any such request. 

3.4 Any waiver by any party of any breach of any provision of this Agreement must be in writing and 

shall not be deemed a waiver of any subsequent or other breach. 

3.5 This Agreement and any connected dispute or claim (including non-contractual disputes or claims) 

shall be governed by and construed in accordance with the law of England and Wales and subject 

to the exclusive jurisdiction of the courts of England and Wales. 

 

SIGNED BY THE PARTIES’ AUTHORISED REPRESENTATIVES: 

FOR THE CHANCELLOR MASTERS AND SCHOLARS OF THE UNIVERSITY OF OXFORD: 
 

Signature:  VMcGuinness 

Name:  Dr Victoria McGuinness 

Job Title:  Head of Cultural Programming and Partnerships 

Date:  8 December 2020 

      

FOR THE Minderoo Foundation LIMITED: 
 

Signature: AEDAWKINS 

Name: Alice Dawkins 

Title: Policy and Partnerships Advisor, Frontier Technology, Minderoo Foundation 

Date: 2 February 2021  



4 

 

Schedule 1 

Data Protection Particulars 

The type of personal data 
being processed 

 

The data shared will be the data from applicant’s 
application forms and may include names, 
contact details, information about individual’s 
prior and future work, and possibly, special 
category data about the individual’s personal, 
social, or economic circumstances.  

The categories of data 
subjects 

Applicants.  

Agreed Purposes The purpose of receiving the personal data and 
using the data is to review applications for 
funding. 

 

 


